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of a user journey for 
digital euro 
conditional payments
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Reservation/pre-authorisation service for e-commerce

User Journey Description
Pre-authorisation setup on e-commerce platform via web browser and mobile phone
A customer wants to book a short-stay apartment. On the accommodation provider’s website, the customer selects the service, provides 
their alias1 and confirms the pre-authorisation of the payment. They then receive a push notification on their mobile phone asking them to 
pre-authorise the payment.2 They click on it and the request to pre-authorise the transaction opens in their mobile app. They then 
authorise and authenticate the payment, and receive confirmation of a pre-authorised transaction. After their stay, the accommodation 
provider processes the payment based on their consumption. The customer then receives a push notification with confirmation of 
payment.

Transfer mechanism User device/hardware User interface Data exchange technology Authentication

Online Offline Mobile 
device Card Wearable Computer Physical 

card

Mobile app
Online 

interface Chip NFC QR code
Internet

(incl. alias & 
pay by link)

PIN BiometricsD€ 
App

PSP 
App

               

1 If they are registered as a customer with the e-commerce platform and have stored their alias in their customer profile, their alias may be automatically filled in on the checkout page.
2 They can choose to stay on the computer and be redirected to their payment service provider’s online interface to authorise and authenticate the transaction. In this case, they would receive 
payment confirmation in the online interface.
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Reservation/pre-authorisation service for e-commerce
Use case: payer completes reservation/pre-authorisation of payment for e-commerce by using their alias  

ILLUSTRATIVE

Other Prerequisites

• The payer and payee have a digital euro account/wallet.

• The payee must accept digital euro as a payment method.

• The digital euro or intermediary app must support pre-authorisation.

• The payer has registered and activated their alias.  

1. Notification that there is an insufficient digital euro balance and that the amount has been 
taken from their linked account. This is called a “reverse waterfall”.
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Checkout

The payer selects the digital euro as their 
payment method, chooses an alias and inserts 

the alias.  

Authorisation and authentication

The payer opens the app and then 
authorises and authenticates the 

transaction.

Pre-authorisation

Confirmation of the pre-
authorisation of the 

transaction is displayed.
.

Payment confirmation

Later, when the transaction is 
processed, payer receives 
confirmation of payment.
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• The payer should be able to select the digital 
euro as their choice of payment.

• The payer should enter an alias (if it has not 
already been saved).

• The payee should be able to store the alias   
that is associated with the payer.

• The interface should be able to securely 
process the payment and direct it to the 
financial institution for authorisation while 
protecting the payer’s sensitive information.

• The payee’s app should be able to redirect the 
payer to the digital euro/intermediary app, 
using an alias reference.

• The app should display the pre-
authorisation amount and the name 
of the payee, and confirm the payer’s 
authorisation.

• The payer should be able to 
authorise the transaction through one 
of the accepted means of 
authentication.

• If the amount exceeds the payer’s 
available balance, a “reverse 
waterfall” should be triggered, 
provided that the user has set up this 
method. It does not work for offline 
transactions. The payer might be 
notified.1

• The payer’s intermediary should 
check that the amount respects the 
rules that are defined in the 
legislative proposal and/or rulebook.

• A confirmation of the 
successful authorisation 
should be displayed on 
screen.

• Access to funds should 
be blocked until the 
transaction is complete.

• A validity period could be 
enforced if described in 
the rulebook.

• The maximum amount 
that can be debited is the 
originally reserved 
amount.

• The payer’s account/wallet 
should be debited and the 
payee’s account/wallet should be 
credited.

• The payer receives a push 
notification which displays the 
amount, date, time, location and 
payee’s name.

• Transaction data may be 
recorded in the payer’s and 
payee’s transaction log. This will 
be subject to the political 
decision on whether transaction 
data are recorded.

1
Estimated no. of actions
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authorisation 
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